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========================================================================= 

1.Overview 

========================================================================= 

 

HPE Power Protector is an application that enables administrators to 

manage a HPE UPS from a browser-based management console. Administrators 

can monitor and manage a single UPS locally and remotely. 

Administrators may configure power failure settings and define UPS load 

segments for maximum uptime of critical servers and devices. For most 

UPSs, the receptacles on the rear panel are divided into one or more 

groups, called load segments, which can be controlled independently. By 

shutting down a load segment that is connected to less critical 

equipment, the runtime for more critical equipment is extended, providing 

additional protection.  

 

HPE Power Protector is a single software application that can be 

configured as an Administrator or as a Client mode: 

-HPE Power Protector Administrator monitors the UPS status and notifies 

clients of power related events. The server communicates directly with 

the UPS via a USB/Serial connection. 

-HPE Power Protector Client is configured to communicate with either HPE 

Power Protector-Administrator or HPE Network Module via network. It will 

gracefully shut down protected servers in the event of a power failure. 

 

========================================================================= 

2.Release Fixes 

========================================================================= 

 

This release fixes the following issues: 

* HPE Rebranding fixes. 

* Fix for SSL socket which enables more TLS protocol compatibility. 

* Language value is displayed as undefined by default in the System page. 

* Unable to see the power source information when editing node 

information more than 100 characters. 

* Got warning message while uninstall the HPPP in RHEL 7.1  

 

Note: If you intend to upgrade a previous version of HPPP with HPEPP 

1.05.058, please first uninstall your version of HPPP before installing 

this one except if you are using the default folder location. 

 

========================================================================= 

3.Supported OS 

========================================================================= 

 

Windows Server 2016   Standard, DataCenter, Essentials 

Windows Server 2012 R2  Standard, DataCenter, Essentials 

Windows Server 2008 R2  Standard, DataCenter, Enterprise 

Windows 10    Professional, Enterprise 

Windows 8.1    Professional, Enterprise 



Windows 8   Professional, Enterprise 

Windows 7   Professional, Ultimate, Standard 

 

RedHat    Enterprise Linux Red Hat Enterprise Linux 7.2 

    Red Hat Enterprise Linux 7.1 

    Red Hat Enterprise Linux 7.0 

    Red Hat Enterprise Linux 6.7 

    Red Hat Enterprise Linux 6.5 

    Red Hat Enterprise Linux 5.11 

    Red Hat Enterprise Linux 5.10 

 

SUSE/Novel   SUSE Linux Enterprise Server 12 

    SuSE Linux Enterprise Server 11 

  

HP-UX    HP-UX 11i v3 

    HP-UX 11i v2 

  

VMware   ESXi 6.5   

    ESXi 6.0   

    ESXi 5.5    

    ESXi 5.1  (pay version only) 

  

Microsoft HyperV  Windows Hyper-V Server 2012 R2 

    Windows Hyper-V Server 2008 R2 

 

Xen    Citrix XenServer 6.0 

    Citrix XenServer 5.6 

 

========================================================================= 

4.Supported Browsers 

========================================================================= 

Internet Explorer 11 

Microsoft Edge 20.10240 

Windows Mozilla Firefox 50.1.0 

Chrome 55.0.2883.87 m 

Linux default Web browsers 

 

 

========================================================================= 

5.Supported UPSs 

========================================================================= 

HPE Power Protector is supported on the following UPS's: 

(HPEPP can be installed as either Administrator or Client mode): 

T750 G2 

T750J 

T750 G4 

T1000 G3 

T1000J 

T1000 G4 

T1500 G3 

T1500J 

T1500 G4 

R1500 G3 

R1500 G4 



RT2200 G4 

RT3000 G2 

RT3000 G4 

 

R5000 (it must come with HPENM, not support HPEPP-Administrator Mode) 

R7000 (it must come with HPENM, not support HPEPP-Administrator Mode) 

 


